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What Are the Problems with Mobile Payment? 
Internet commerce has created a vast market for digital pay-
ment. With Near Field Communication (NFC) built into almost 
every smartphone, some of the major financial services compa-
nies in the world have created mobile payment platforms that 
they have advertised as being a fast and secure option for con-
sumers who want to use their smartphones to make retail pay-
ments. While this technology has been around for a few years 
now, not many people utilize it frequently. Here are four rea-
sons mobile payment hasnΩt taken off. 

 
¢ǊŀŘƛǝƻƴŀƭ tŀȅƳŜƴǘ ¢ȅǇŜǎ ²ƻǊƪ 
Even in a society where the gold standard is more of a marketing ploy than anything else, 
cash is still extraordinarily useful. As a result, many people simply use methods of payment 
theyΩve been using for decades. First Annapolis ConsultingΩs άStudy of Mobile Banking & 
Paymentsέ states that while 64 percent of all smartphone users have used some form of 
mobile payment platform, only a measly five percent consider themselves frequent mobile 
payment users. This shows that while it may work for the time that you forgot your wallet 

(Continued on page 3) 

The Most Wonderful Time of the Year...for Thieves 
In terms of data loss and theft, the holiday season is one of the 
riskiest times to travel. When it comes to protecting your per-
sonal information, thieves and cybercriminals are counting on 
either your irreverence to the issue as a whole, or to be so dis-
tracted that you make careless mistakes. In 2016, the number 
of fraud attempts went up by 31% during the holiday season. In 
addition, credit cards, mobile devices, and open Wi-Fi are com-
mon targets during the holiday. 
 

HereΩs a few tips that can help keep you and your family safe from hackers and thieves. 
 

¶ IƛŘŜ ǘƘŜ DƻƻŘǎ - Pickpocketing is a tried and true method of theft that is still ex-
tremely effective - especially in a hectic environment like an airport during the month 
of  
December. A favorite target of pickpockets are smartphones. Travelers should avoid 
storing any personal belongings, including smartphones, in places that are easily  
accessible. 

¶ .ǊƛƴƎ hƴƭȅ bŜŎŜǎǎƛǝŜǎ - Between work and personal uses, most adults have at least 
three mobile devices. In general, bringing all of them with you while traveling isnΩt 
necessary. The more devices along for the trip, the more targets there are for crimi-
nals. Travelers are encouraged to bring only the technology they need. 

¶ CǊŜŜ ²ƛ-Cƛ ƛǎ bƻǘ CǊŜŜ - To conserve mobile data usage, many people are tempted  
to hop onto Wi-Fi whenever possible without fully comprehending the risks. Some 

(Continued on page 2) 

 

Ϫ!ǎƘǘƻƴ{ƻƭǳǝƻƴǎ 
Keynote on morning 
one at ІL¢bŀǝƻƴ 
Ϫ/ƻƴƴŜŎǘ²ƛǎŜ 

Ϫ!ǎƘǘƻƴ{ƻƭǳǝƻƴǎ  Considering acquiring a 
business or selling yours? IT І5ǳŜ5ƛƭƛƎŜƴŎŜ 
often overlooked. Ashton knows ?s to ask. 
ƘǧǇǎΥκκǘΦŎƻκ·vǘȄƭ!!ун² 

 Ϫ!ǎƘǘƻƴ{ƻƭǳǝƻƴǎ Got to tour the new 
Ϫ/a/ψ/ƭŜǾŜƭŀƴŘ yesterday. Wow! Wishing 
we were kids again. Opens this weekend. 
Check it out!! 

Our Top Tweets 

Ϫ!ǎƘǘƻƴ{ƻƭǳǝƻƴǎ Overheard in the break 
room at lunch time; "Do you think you could 
beat up a deer with your bare hands?" Well, 
it's almost deer season. 



pay for the resources you need to host, 
monitor, and maintain infrastructure. 
These costs add up quickly, but by utiliz-
ing a software as a service model, you 
can get all the software your users need, 
per user, with one monthly payment. 
 
¦Ǉ-ǘƻ-5ŀǘŜ 9Řƛǝƻƴǎ 
Typically, your Software as a Service ap-
plications will be accessed through an 
online environment. These cloud-based 
solutions are, more often than not, com-
pletely up-to-date, meaning that youΩll 
be using the most recent version of this 
software; and, as mentioned above, 
none of this maintenance is your  
responsibility. 
 
CƭŜȄƛōƛƭƛǘȅ 
If yours is like many modern organiza-
tions, you have trouble keeping within 
the confines of your technology budgets. 
Software as a Service allows anΧ 

What kind of 
software does 
your business 
use to keep 
operations 
moving for-
ward? De-
pending on 
what industry 

you are in, you might find it increasingly 
painstaking to procure and manage the 
software titles your organization uses, 
particularly if yours is a small business 
that has limited capital to invest in its 
software. Nowadays, however, the ac-
quisition of software doesnΩt have to be 
troublesome, as software as a service 
(SaaS) is providing organizations with 
limited resources access to software it 
normally could not afford. 
 
SaaS is a cloud computing strategy that 
makes available the mission-critical soft-
ware your organization needs for an 
affordable monthly fee. If you use the 
traditional method of software procure-
ment, youΩll be purchasing your software 

by the license, meaning that the more 
users who need access to a particular 
software, the more it will cost you. While 
this concept doesnΩt really change with 
SaaS, the long-term ramifications of 
these titles can be mitigated. 
 
Instead of utilizing a traditional method 
of acquiring software solutions, organi-
zations that leverage SaaS options are 
gaining access to dynamic software that 
is hosted, managed, and maintained by 
the provider--significantly reducing the 
overall cost and transferring the larger 
capital outlay to a more manageable 
operational cost. To take advantage of 
this software, all you have to do is pay 
for access to the software, and itΩs deliv-
ered over your Internet connection. 
Some benefits your organization will see 
by using software as a service, include: 
 
[ƻǿŜǊ /ƻǎǘǎ 
Your business spends a pretty penny on 
software; and, it is probably more than 
you even know. On top of a software 
license, you traditionally also have to 
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Software as a Service Is Helping Small Businesses 

The Most Wonderful Time of the Year...for Thieves 
many, social media is about sharing 
their good times and memories 
with friends and family. For thieves, 
itΩs a road map to determine when 
a home is going to be vacant be-
cause their owners are traveling 
and how long theyΩre going to be 
gone for. To eliminate your house 
from a burglar's radar, avoid 
posting specifics of your trip infor-
mation on social media. 
 

Approximately 100 million Americans 
are going to be traveling this holiday 
season - meaning that there is no short-
age of potential victims. By following 
these tips and being cognizant of the 
problems you could face, you can be 
ready for any situation that comes your 
way. By taking a proactive approach to 
keeping your identity and finances safe, 
you already have the drop on the many 

open Wi-Fi access points are easily 
hacked and youΩll likely have no 
idea what kind of security the con-
nection will have. It might be a bit 
costly but using your data instead 
of open Wi-Fi may save you from 
identity theft in the long run. 

¶ tŀǘŎƘ Lǘ - ItΩs always a good idea to 
keep your technology up-to-date 
with security patches and bug fixes. 
Many of the large ransomware 
attacks that made headlines earlier 
this year could have been avoided 
by security patches. When travel-
ing, reduce vulnerabilities by in-
stalling all necessary patches and 
updates before you leave your 
house. 

¶ Dƻ tƘƛǎƘƛƴƎ - During the holiday, 
phishing scam emails emulate holi-
day-centric emails. Scams will often 
appear to be from legitimate estab-
lishments like FedEx or Amazon. 
They will often ask for account or 
password information - or offer 
exclusive coupons that need to be 

(Continued from page 1) downloaded to use. Remember: If  
it sounds too good to be true, it 
probably is. Avoid downloading any 
attachments and never give out 
your password or account            
information. 

¶ {ƪƛƳƳƛƴƎ ŀ .ƛǘ hũ ǘƘŜ ¢ƻǇ - For 
those of you who arenΩt familiar 
with card skimmers, the premise 
behind this type of theft is to copy 
your credit or debit card infor-
mation by disguising a scanning de-
vice on a legitimate source, like a 
gas pump or ATM. They are then 
free to use or sell the information 
from the credit cards. Skimmers are 
easily overlooked and protecting 
your information requires constant 
vigilance. Whenever youΩre using a 
credit card during your holiday trav-
els, look closely at any device that 
you are going to be swiping your 
cards on. ϝbƻǘŜΥ You can access an 
application designed to help you 
identify scanners with your android 
device here: ƘǧǇΥκκōƛǘΦƭȅκнƳрȅсǉ5 

¶ {ƻŎƛŀƭ aŜŘƛŀ ŦƻǊ .ǳǊƎƭŀǊǎ - For 

Read the Rest Online!  
http://bit.ly/2z2kT84 

Ϧ¢ƘŜǊŜΩǎ ƴƻ ǎƘƻǊǘŀƎŜ ƻŦ ǊŜƳŀǊƪŀōƭŜ ƛŘŜŀǎΣ ǿƘŀǘΩǎ ƳƛǎǎƛƴƎ ƛǎ ǘƘŜ ǿƛƭƭ ǘƻ ŜȄŜŎǳǘŜ ǘƘŜƳΦϦ  
- {ŜǘƘ DƻŘƛƴ  

Share this Article! 
http://bit.ly/2z1oAeq 
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Managed IT Services Bring Substantial Value 

What Are the Problems with Mobile Payment? 

How does 
your business 
handle IT 
maintenance? 
Chances are 
that your 
small business 
is in one of 
two situa-

tions: you either have a small internal IT 
department that can only accomplish a 
handful of tasks every month, or you 
have no IT department and rely on your 
employees to perform any maintenance. 
No matter how you look at it, this situa-
tion is not advantageous. 
 
Thankfully, managed IT is something 
that can replace the age-old break-fix 
method to IT maintenance. Break-fix is 
the traditional model of technology 

preventing issues through proactive 
maintenance. 
 
This is something that, by nature, a 
break-fix IT company is incapable of ful-
filling. After all, a break-fix provider 
profits from your technology breaking 
down often. Rather than just slap a tem-
porary fix on your infrastructure, man-
aged IT looks at the core reason why 
they have happened in the first place. 
Managed IT aims to understand and 
prevent issues to reduce downtime, and 
thus cost. When the businessΩ technolo-
gy breaks, an MSP is actually losing mon-
ey. This method ensures that when you 
have a managed service providerΧ 

maintenance in which businesses would 
seek out companies trained in how to 
resolve IT issues. Examples of such trou-
ble could be a hardware failure, data 
loss, or even something as simple as an 
email flow problem. 
 
Unfortunately, by the time the issue is 
resolved, downtime has cost your organ-
ization likely more than it did to fix the 
problem, hitting your business where it 
hurts twice. In fact, downtime is one of 
the major problems associated with any 
technology maintenance, and itΩs a big 
enough pain point that any way an or-
ganization can reduce or eliminate 
downtime is important to consider. In 
order to optimize the use of a small 
businessΩ capital resources, downtime 
needs to be thwarted. A managed IT 
service provider accomplishes this by 

the cost of security, in most cases. ItΩs 
not an uncalled-for concern--in fact, 
countless people suffer from data 
breaches at banks, stores, and other 
major online retailers on a daily basis. 
Why would mobile payments be any 
different? 
 
The cybersecurity industry has ex-
pressed a cautious optimism of payment 
applications. A 2015 Mobile Payment 
Security Study urges users to wait and 
see what the results of such applications 
are, but it does acknowledge that there 
has been considerable progress made in 
this sector. The security of mobile finan-
cial transactions has made leaps and 
bounds, including account tokenization, 
cryptograms, and multi-factor authenti-
cation--all to keep security at an all-time 
high for mobile transactions. 
 
What will the future hold for mobile 
payments and transactions? Ashton 
Technology Solutions can help you im-
plement mobile solutions designed to 
augment your operations. To learn 
more, reach out to us at 216-397-4080. 

 

Share this Article!  
http://bit.ly/2z1fcaq 

not something that will produce a sense 
of long-term value. 
 
Therefore, the best way to convince 
users that a mobile payment platform is 
the right way to go, is to ensure that 
they get some sort of value from it. 
 
aƻōƛƭŜ tŀȅƳŜƴǘ wŜǉǳƛǊŜǎ /ƻƴǎƛŘŜǊŀōƭŜ 
9ũƻǊǘ 
One of greatest benefits of mobile pay-
ment is that itΩs a much easier method 
of payment than others. All you need to 
do is άtap and go.έ However, it can still 
take more time than you think to open 
up a smartphone app and make a pay-
ment. In fact, it can take just as much 
time as it would to take out your card 
and make a normal payment. With a 
mobile payment system, you take your 
phone out, unlock it, access the mobile 
wallet app, and select which card youΩre 
going to use. You then have to hold your 
phone to the terminal. Finally, you need 
to sign a receipt or a screen and provide 
a PIN. While it might offer an interesting 
alternative to traditional payment op-
tions, itΩs still a pain, and you need to 
remain cognizant of this fact. 
 
aƻōƛƭŜ tŀȅƳŜƴǘ aŜŀƴǎ {ŜŎǳǊƛǘȅ LǎǎǳŜǎ 
As is the case with most digital systems, 
there is a considerable convenience at 

in the car, most of the time users will 
stick to what they know. 
 
²Ƙŀǘ LƴŎŜƴǝǾŜ Lǎ ¢ƘŜǊŜ ǘƻ ¦ǎŜ aƻōƛƭŜ 
tŀȅƳŜƴǘΚ 
Mobile payment services have grown 
more sophisticated over the years, and 
some states have undergone a shift to a 
digital ID system. Your first thought 
might be that this completely eliminates 
the wallet, but how secure are these 
digital representations of formerly phys-
ical identifiers? The ID? The credit card? 
These constructs have worked for dec-
ades and you can see how users will 
need some form of incentive to move 
away from them. 
 
Moreover, mobile payment services 
have, in the past, made it difficult for 
users to redeem their loyalty points 
with the use of a mobile point of sale 
machine. Take, for example, Starbucks, 
which uses loyalty points that are ex-
changed through a mobile payment 
platform. Their mobile application takes 
both the loyalty points and mobile pay-
ment and combines them into one easy 
way to earn back value as a customer.  
 
Just like the consumer, a company 
wonΩt want to invest in a solution if itΩs 

(Continued from page 1) 

Read the Rest Online!  
http://bit.ly/2z0nvU1 
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At Ashton Technology 
Solutions, we don't 
think of ourselves as 
computer guys, geeks 
or techies. Instead, 
we're problem solvers 
in the business of 
helping clients 
leverage technology 
for lasting business 
results. We just happen 
to have some serious 
technical skills as well.  
 
Of course we can talk 
geek with the best of 
them, but that's just 
the starting point for 
what we do, not the 
heart of it.  
 
While we do take pride 
in delivering the most 
technically elegant 
solutions, at Ashton, 
we get the biggest 
satisfaction from 
integrating into our 
clients' processes, 
helping them look 
ahead, avoid trouble, 
and find better and 
more cost-effective 
methods of operating. 
In other words, we 
become partners in 
their growth.  
 
Ultimately, we earn our 
real enjoyment by 
watching our clients 
grow and prosper right 
along with us. 

Ashton Solutions 

23625 Commerce Park  
Suite 130  
Beachwood, Ohio 44122 
Voice:  216-397-4080 
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As you run 
your busi-
ness, you 
need to 
remember 
a few 

things. First, your digital secu-
rity is an incredibly important 
consideration, as your crucial 
data could be tampered with 
or stolen outright. However, 
you canΩt forget the shared 
importance of your physical 
security systems and how 
they will keep your business 
safe as well. 
 
In todayΩs blog, weΩll review 
some of the considerations 
you need to make to keep 
your physical security up to 
par. 
 
!ŎŎŜǎǎ /ƻƴǘǊƻƭ 
The first step to keeping your 

Security Should Come In Two Parts 

ōƭƻƎΦŀǎƘǘƻƴǎƻƭǳǝƻƴǎΦŎƻƳ 

security setups will require 
multiple forms of identifica-
tion in order to authenticate 
your identity. This approach is 
known as 2FA, or 2-Factor 
Authentication. YouΩve most 
likely seen this before--for 
example, if youΩve ever need-
ed to enter a PIN number 
after providing a password. 
 
{ŜŎǳǊƛǘȅ ŀƴŘ aƻƴƛǘƻǊƛƴƎ 
Quick--could you identify 
where everyone is in the 
building at this very instant, 
including visitors, clients, and 
others who have entered? 
Have you made note of where 
your visitors are supposed to 
be during their visit? Your 
security setup needs toΧ 

Read the Rest Online! 
http://bit.ly/2z1i1Z4 

business secure is by re-
stricting who can gain en-
trance to your physical loca-
tion, and from there, who can 
access different areas within 
it. This is accomplished by 
requiring some kind of identi-
fier to be provided before 
access is granted, be it an ID 
card, a pin code, or even bio-
metric data. Access control 
allows you to keep your loca-
tion free of unauthorized indi-
viduals, and even lets you 
monitor the comings and go-
ings of employees to catch 
any suspicious activity. 
 
LŘŜƴǝŬŎŀǝƻƴ - This is the key 
to access control solutions, as 
it establishes who you are and 
thereby what you are per-
mitted to access by requiring 
some form of identification to 
enter certain areas. Often, 

Have you 
checked 
your 
Google Cal-
endar re-
cently? 

Google has given the app 
quite the polish, both visually 
and functionally--particularly 
for those who use its business
-grade G Suite for maximum 
productivity. How will you  
use this revamped version  
of Google Calendar for your 
organization? LetΩs find out! 
 
If you take a look at the web 
application by going to ƘǧǇΥκκ
ŎŀƭŜƴŘŀǊΦƎƻƻƎƭŜΦŎƻƳ, you 

Google Calendar Has Gotten An Update 

equipment, the room name, 
the location, and other ac-
commodations. This works 
when both confirming ap-
pointments or meetings so 
that youΩll have the technolo-
gy at your disposal to make 
the most effective presenta-
tion, but itΩs also effective  
for helping your employees 
schedule meetings in ad-
vance, as all of the infor-
mation about each of the 
meeting spaces can be seen  
at a glanceΧ 

Read the Rest Online! 
http://bit.ly/2z1Ul6W 

might notice that it looks a 
little familiar. ThatΩs right--it 
took a page out of its mobile 
appΩs book and looks quite 
similar to it now. YouΩll first 
notice the color palette, which 
is quite pleasing to the eye, as 
well as the slick responsive 
look which adjusts itself to the 
size of your browser window. 
 
The actual functionality of it, 
though, is what businesses 
will find most useful about 
the new Google Calendar. 
Your calendar can now tell 
you specific details about the 
rooms in which any events are 
taking place, including audio 


